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1
Discussion

Exposure services can either be services used within the 5GC or it can be provided as a service towards entities external to 5GC.
Currently the TS 23.502 is structured so each NF may have NF service for event exposure and then there is clause 4.15 for Exposure of network capabilities and also a separate Network exposure clause 5.3, and a clause for External exposure of network capabilities 5.4 (as shown below)
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Exposure between NFs may be done directly between NFs or via the NEF, whereas external exposure will always be done via the NEF. For external exposure additional consideration for authorization and security is required. Also, it may be that only a subset of the network capabilities will be applicable for external exposure. Considering that there will not be much more differences between external and internal exposure it should be possible to merge in the clause 5.3 and 5.4 to the clause 4.15.

The title of 4.15 is currently "Exposure of network capabilities ", but it does also cover event exposure (clause 4.15.2). The exposure of network capabilities are different from exposure of events, i.e. the overall title should cover both aspects.

The following strucure is proposed:
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Clause 4.15.3.3.1 could include generic information flows for event exposure and the subsequent clauses will then include some specific information flows.

2. Proposal
The following changes are proposed to TS 23.502.
NOTE: STILL DRAFT PROPOSAL I.E. SOME CLAUSES MIGHT NOT BE NEEDED.
************** Start of Changes *****************

4.15
Network exposure
4.15.1
General
4.15.2
External exposure considerations
The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5GS and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5GS. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.
Service operations information flow is specified in clause 4.x.

4.15.3
Event exposure using NEF
4.15.3.1
General
4.15.3.2
Monitoring events
The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection, and the event reporting to the requested party.
To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM and the AMF enables NEF to configure a given Monitor Event at UDM or AMF, and reporting of the event via UDM and/or AMF. Depending on the specific monitoring event or information, it is either the AMF or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.

The following table illustrates the monitoring events:

Table 5.4.2-1: List of event for monitoring capability
	Event
	Description
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.
	AMF

	UE reachability
	It indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CONNECTED mode or when the UE will become reachable for paging, e.g., periodic registration update timer.
	AMF
UDM: reachability for SMS

	Location Reporting
	It indicates either the Current Location or the Last Known Location of a UE. One-time and Continuous Location Reporting are supported for the Current Location. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location. (see NOTE 1) For One-time Reporting is supported only for the Last Known Location.
	AMF

	Change of SUPI-PEI association
	It indicates a change of the ME's PEI (IMEI(SV)) that uses a specific subscription (SUPI)
	UDM

	Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification when that status changes. (see NOTE 2)
	UDM

	Communication failure
	It is identified by RAN/NAS release code
	AMF

	Availability after DNN failure
	It indicates when there has been some data delivery failure followed by the UE becoming reachable.
	AMF

	Number of UEs present in a geographical area
	It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	NOTE 1:
Location granularity for event request, or event report, or both could be at cell level (Cell ID), TA level or other formats e.g. shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF.

NOTE 2:
Roaming status means whether the UE is in HPLMN or VPLMN.

NOTE 3:
Aforementioned list of monitoring events is not exhaustive.




4.15.3.3
NF service operations information flows

4.15.3.3.1
General
4.15.3.3.2
AMF service operations information flow
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Figure 4.15.3.3.2-1: Namf_EventExposure_subs/notif operations

1.
A NEF sends a request to subscribe to an event in AMF. The NEF could be the same NF subscribing to receive the event notification reports (i.e. Event Receiving NF) or it could be a different NF. Event Receiving NF subscribes to one or several Event(s) (identified by Event Id). 
Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting for monitoring events, see clause 5.4.2). If the reporting event subscription is authorized by the AMF, the AMF records the association of the event trigger and the requester identity. 

2.
AMF acknowledge the execution of Namf_EventExposure_subs.
3.
The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_notif message, to the Event Receiving NF which was indicated in the subscription to the event before.

4.15.3.3.3
UDM service operations information flow
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Figure 4.15.3.3.3-1: Nudm_EventExposure_subs/notif operations

1.
The NEF subscribes to one or several Event(s) (identified by Event Id). Some Events (e.g. Loss of connectivity) require that UDM consumes Namf_EventExposure_subs to the corresponding AMF for requesting user, including same input parameters.


Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting for Monitoring events). If the reporting event subscription is authorized by the UDM/AMF, the UDM/AMF records the association of the event trigger and the requester identity. 

2.
UDM and/or AMF depending on each Event, acknowledge the execution of Nudm_EventExposure_subs and/or Namf_EventExposure_subs.

3.
The UDM detects the event occurs and sends the event report, by means of Nudm_EventExposure_notif message, to the requester NF which has subscribed to the event before.
4.15.3.3.4
NEF service operations information flow
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Figure 4.15.3.3.4-1: Nnef_EventExposure_subs/notif operations

1.
The requester subscribes to one or several Event(s) (identified by Event Id).


Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity.

2.
The NEF subscribes to received Event(s) to UDM. Some Events (e.g. Loss of connectivity as example of a Monitoring Event) require that UDM consumes Namf_EventExposure_subs to the corresponding AMF for requesting user, including same input parameters.


If the reporting event subscription is authorized by the UDM/AMF, the UDM/AMF records the association of the event trigger and the requester identity.

3.
UDM and/or AMF depending on each Event, acknowledge the execution of Nudm_EventExposure_subs and/or Namf_EventExposure_subs

4.
NEF acknowledges the execution of Nnef_EventExposure_subs

5.
The UDM and/or AMF (depending on the Event) detects the event occurs and sends the event report, by means of Nudm_EventExposure_notif and/or Namf_EventExposure_notif message to the NEF, which has subscribed to the event before.

6.
The NEF forwards to the AS the reporting event received by either Nudm_EventExposure_notif and/or Namf_EventExposure_notif.

4.15.3.3.5
Exposure with bulk subscription

Based on operator configuration NEF may perform bulk subscription with the NFs that provides necessary services. When the NEF performs bulk subscription (subscribes for any UE (i.e. all UEs), group of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs)), it subscribes to all the NFs that provide the necessary services (e.g. In a given PLMN, NEF may subscribe to all AMFs that support reachability notification for IoT UEs), Upon receiving bulk subscription from the NEF, the NFs store this information. Whenever the corresponding event(s) occur for the requested UE(s) as in bulk subscription request, NFs notify the NEF with the requested information.
The following call flow shows how network exposure can happen for one UE, group of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs) or any UE.
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Figure 4.15.3.3.5-1: NF registration/status notification and Exposure with bulk subscription
1.
NEF registers with the NRF for any newly registered NF along with its NF services.

2.
When an NF instantiates, it registers itself along with the supported NF services with the NRF.

3.
NRF acknowledges the registration

4.
NRF notifies the NEF with the newly registered NF along with the supported NF services.

5.
NEF evaluates the NF and NF services supported against the pre-configured events within NEF. Based on that, NEF subscribes with the corresponding NF either for a single UE, group of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs), any UE. NF acknowledges the subscription with the NEF.

6 - 7.
When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.

8.
Application registers with the NEF for a certain event identified by event filters.

9 - 10. When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.

11a-b.
NEF reads from UDR and notifies the application for the corresponding subscribed events.

Editor's note:
Addition of authorization steps is FFS.
4.15.4
Network capability exposure

4.15.5
Network exposure for analytics
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Figure 4.15.5-1: Network Exposure for Analytics
4.15.6
Core Network Internal Event Exposure
Editor's note:
Placeholder for possibly describing how NFs uses NF service exposure from other NFs within the 5GC..
************** Next Change *****************
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